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Abstract: This article summarizes the current status of the legal challenges facing the blockchain technology in
Germany. Similar to the world wide web, blockchain represents a kind of basic technology on which new platforms
and business models can be created. However, the question arises whether the German legal system is fundamentally
capable of meeting the challenges posed by such decentralized technology. In particular concerning criminal offences
or the new basic data protection regulation. It is questionable how the current negative headlines (e.g., silk road) will
affect cryptocurrencies in the long term and, as a result, possibly also blockchain technology, not only concerning
illegal content such as child pornography.
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I. INTRODUCTION
The blockchain technology is often described as

biggest opportunity set we can think of over the next
decade [1]. Others see the potential: What the internet
did for communications, blockchain will do for trusted
transactions [2]. Still, others exaggerate when they cele-
brate blockchain as a technology that will revolutionize
our whole way of thinking [3]. However, what is this
supposedly revolutionary technology all about?

Blockchain is a basic technology on which new plat-
forms and business models can be created [4]. The best-
known use case of blockchain technology is probably the
cryptocurrency Bitcoin. In 2008, an unknown person or
group published the white paper “Bitcoin: A peer-to-peer
electronic cash system” [5] as a blueprint for digital cur-
rency under the pseudonym Satoshi Nakamoto [4]. This
is often seen as the digital community’s reaction to the

global financial crisis, in the wake of which banks had
suffered a massive loss of confidence. Digital curren-
cies based on blockchain technology do not require any
intermediaries in the transactions [6].

By definition, blockchain is a decentralized database
consisting of an ever-growing list of data records that
are stored on different computers. The transactions are
grouped in blocks and the checksum of the previous block
is always included as a validation feature. This technique
is also known as distributed ledger technology [7].

The question here is whether the German legal system
is fundamentally capable of meeting the challenges posed
by this distributed technology. So far, there are no con-
crete legal regulations in Germany regarding blockchain.
Other countries are further along in this respect. In Thai-
land, a law for handling cryptocurrencies came into force
on 13th of May 2018 [8]. The US state of Michigan has
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presented a draft law after it became a criminal offence to
change records stored using distributed ledger technology
[9]. The US state of Tennessee legally defines blockchain
technology as follows:

Blockchain technology means distributed ledger tech-
nology that uses a distributed, decentralized, shared, and
replicated ledger, which may be public or private, permis-
sioned or permission less, or driven by tokenized crypto
economics or token less. The data on the ledger is pro-
tected with cryptography, is immutable and auditable, and
provides an uncensored truth [10, 11].

A study by RWTH Aachen and Goethe University
Frankfurt also raises the question of whether users of a
blockchain network can be held responsible for illegal
content. The study analyzed the non-financial content
of the Bitcoin blockchain and discovered links to child
pornography. By definition, every user of the Bitcoin
blockchain has a copy of all data records on the computer
used and could, therefore, be liable to prosecution.

It is undisputed that legal aspects will play a major
role in the future in the environment of blockchain-based
applications. To deal with the legal challenges for private
individuals and companies, it is therefore inevitable that
you acquire a basic understanding of the underlying tech-
nology and are aware of the legal risks and uncertainties
of its use.

II. BLOCKCHAIN-TECHNOLOGY
Bitcoin is considered to be the origin of blockchain

technology. The technological cornerstones of the system
are derived from this. It is a decentralized network within
which an artificially limited amount of tokens is gener-
ated. While these tokens can be assigned to a user, the
user remains anonymous. Like banks in the real world, a
central instance was always needed before Bitcoin to con-
trol transactions and prevent double-spending. A unit of
cryptocurrency may only be used once, just like a check
in the old days [4].

Within a blockchain, all transaction data is stored,
and new transactions are continuously compared with the
existing transaction history to check whether a value has
already been issued before [12].

The basis of blockchain-based applications is the de-
centralized structure of the network. While a centralized
network has a corresponding instance that manages and
controls the transactions made, a decentralized network
dispenses with just that control instance and enables di-
rect communication between the participants, with each
participant having access to the uniform data stock at
all times. Such networks cannot be controlled from the
outside (see Fig. 1) [4].

 

Fig. 1. Centralized vs. decentralized network structure

Blockchain networks are not only designed for the
transmission of cryptocurrencies. For example, sales con-
tracts can also be documented within the framework of
smart contracts, since all transactions are publicly trace-
able. This is also known as the Internet of Value, in which
every transfer of goods can be mapped [13].

For this purpose, the assets within the network are ini-
tially defined, listed and assigned to the owners. For these
assets, the respective owners receive so-called tokens.
These tokens represent the ownership of the respective
asset and thus effectively prevent double-spending [4].

In the absence of a central authority, all participants
of a blockchain have the same legitimation within the
network. Each participant has theoretically stored the
entire transaction history. As this already amounts to 147
GB (as of December 2017) at Bitcoin, for example, a
distinction is now made between so-called lightweight
nodes and full nodes. The former only store the relevant
part of the blockchain, while the latter store the entire
database.

The starting point for participation in the Bitcoin net-
work is the so-called Wallet. However, the wallet is not
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a wallet in the true sense of the word but only serves
to manage the blockchain account. The address of the
wallet is pseudonymized and serves the account manage-
ment and the sending and receiving of transactions. The
transactions are encrypted using public key procedures,
which ensures that only authorized participants carry out
transactions [5, 7, 12, 14].

Using the Bitcoin-blockchain as an example, the trans-
actions primarily contain information about the origin and
recipient of the Bitcoins. The special feature here is that
no Bitcoins may remain in the source. If you have twenty
Bitcoins and only want to transfer five of them to another
user, you have to transfer the remaining fifteen Bitcoins
yourself. Otherwise, the difference would be lost as a
transaction fee for the user. The complete data set is sent
to the other users of the network and is initially buffered
until it is finally included in a block [13, 15].

All transactions within the blockchain are stored in
blocks. In the Bitcoin blockchain, for example, they com-
prise approximately 900 to 2,500 transactions per block.
Before being included in a block, the transactions are

validated to prevent Bitcoins that have already been out-
put from being output again. This creates the unchange-
able transaction chain, the hallmark of the blockchain
[13, 12, 16].

The so-called miners–computers that provide the net-
work with computing power–close the blocks, calculate
the mathematically generated identification number and
link the block to the previous block in the chain (see
Fig. 2). The determination of this unique fingerprint
requires a high level of computing power due to the
high number of leading zeros, so-called nonce. This
process ensures data integrity in the blockchain and
makes it impossible to change the transactions afterwards
[7, 13, 12, 15, 16, 17, 18].

The network participants are often distributed world-
wide, which results in differences in the transmission
speed of the data. This can lead to imbalances in the
data stock and it is not always guaranteed that all data is
updated simultaneously at all participants. To counteract
this, only the longest chain of blocks should always be
accepted as valid [19].

 

Fig. 2. Principle of the blockchain technology [7]

The provision of computing power by the miners
costs time and money and is paid in two ways within the
Bitcoin-blockchain. On the one hand, a transaction fee
is charged by the miners for inclusion in a block, and on
the other hand, new Bitcoins are generated in each new
block, which the respective miner receives as compensa-
tion [13, 20, 21].

Not all blockchains are the same. There are different
approaches based on this technology. One variant is pri-
vate networks where it is not possible to join the closed
circle of participants without further ado. An example is
Hyperledger, an initiative that develops blockchain appli-
cations for companies [22].

In contrast, public blockchain applications are open
to everyone and do not require any special permission,
for example, the already mentioned Bitcoin or Etherum.
Etherum is not only used for the exchange of cryptocur-
rency, but is also a smart contracts platform [7].

Blockchain applications require a fast internet con-
nection and high computing power. The latter causes
immense costs, especially due to power consumption,
which is also one of the biggest criticisms of blockchain
technology. At the same time, it is also the greatest pro-
tection against manipulation. Theoretically, only 51%
of the computing capacity would have to be controlled
within a blockchain and the application could then be
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manipulated at will. However, because of the high cost
of providing the computing capacity, it is usually more
lucrative to simply use it as a miner and receive Bitcoins
in return [5, 16].

Despite the low residual risk of hacking, blockchain
technology ensures a high-security standard because the
data is distributed decentrally, accessible to all users and
encrypted. The absence of intermediaries, such as banks,
allows faster processing and, especially in regions with a
less developed legal system, enables contracts or transfers
to be executed correctly and securely [16].

The underlying technology enables secure transac-
tion processing and mutual trust between the contracting
parties is not necessary. The entire transaction history is
displayed in a comprehensible manner and users can view
it at any time. In addition, blockchain networks work
autonomously, which means that external influences have
no effect on the network [7, 16].

A. Child pornography as an example of the need for
legal action

At the beginning of this article, we have already re-
ferred to the links found to child pornographic material
within the Bitcoin network [23]. This is mainly done via
special transaction types or note fields of standard trans-
actions [4]. Since all transaction data is continuously and
unalterably stored within a blockchain and is accessible
to every user, the question arises as to whether the mere
storage of the transaction history, which is a prerequisite
for access to the network, is equivalent to the criminal
possession of child pornography according to 184b para.
3 StGB. However, the provision of the data for retrieval
on a server is usually not sufficient as a criminal offence
[24]. However, amendments to the StGB are currently
being discussed in the German Parliament, after the fact
that even retrieval via radio or Telemedia would be pun-
ishable [25]. Therefore, changes are to be expected in the
future.

The facts of the case are different for the element of
the crime of intent according to 15 StGB. In this case,
knowledge and will of the realization of the offence are as-
sumed [26]. It seems questionable to assume intentional
action if the original purpose of the trade with the cryp-
tocurrency Bitcoin is the purpose of the trade. Precisely
because it would declare the mere, use of the network
a criminal offence since illegal content could be located
somewhere within the network. However, if such a read-
ing were to prevail, there would hardly be any practical
use cases for the technology.

The question remains whether the miners will play a
different role in this process from a criminal law perspec-

tive. They would be accomplices within the meaning of
25 (2) StGB if they were complicit in the dissemination
and made the data accessible to a larger circle of people
who could no longer be controlled [26]. Although they
make their computing power available to the network and
contribute significantly to the dissemination of the data
by closing the blocks, they do not check the transactions
in terms of content and thus have no responsibility for
the transactions of the users and cannot influence them.
Centralized control of the content would undermine the
actual purpose of the network, for example, the decentral-
ized exchange of cryptocurrency. The intention according
to 15 StGB cannot be assumed either. The purpose of
the network is the trade with crypto-currency and the
motivation to participate for the miners is financial.

Illegal contents within blockchain transactions repre-
sent a new set of circumstances, which has not yet been
sufficiently analyzed from a legal point of view. The leg-
islator should create a framework to provide legal security
for the average user.

B. Data protection aspects of blockchain technology
The basic data protection regulation in force for the

EU member states since May 2018 must also be applied in
Germany for the processing of personal data. According
to Art. 4 No. 1 DS-GVO, personal data is any informa-
tion relating to an identified or identifiable natural person«
and allows identification without the use of other sources
of information. However, it must be clarified in advance
whether a public blockchain contains such data at all or
whether it is rather anonymous information where data
subjects can no longer be identified.

Within a blockchain network, pseudonyms are used
instead of clear names, which makes it impossible to iden-
tify the respective natural persons directly [12]. However,
the person is still identifiable under Art. 4 No. 1 DS-GVO
if it is possible to draw conclusions about the natural
person by linking the pseudonym with other data. It is
therefore questionable whether the address of a user in a
blockchain is considered a pseudonym and the DS-GVO
would be applicable or whether, due to the encryption
mechanisms, the data is already anonymous and there-
fore data protection law does not apply. The address
of a user in the Bitcoin network is generated by means
of a hash function and is in principle to be regarded as
pseudonymization since the establishment of a personal
reference for the future cannot be ruled out.

According to relative theory, the identification of nat-
ural persons by third parties is very broad and anonymiza-
tion is almost impossible. However, it is not possible to
clearly identify a responsible person within a blockchain
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network within the meaning of the DS-GVO. From this
point of view, the absolute theory would have to be ap-
plied and, consequently, the possibilities that a third party
could use for identification would have to be considered.
It is therefore questionable what means another person
is likely to use, according to the general judgement, to
identify the person behind the pseudonym. Technological
progress and the proportionality between necessary effort
and the interest in identification must be taken into ac-
count [27]. If, for example, health data were to be stored
in encrypted form in the blockchain, a greater interest in
identification could be assumed than, for example, with
less sensitive data.

By linking Bitcoin transactions to the user’s IP ad-
dress, conclusions can be drawn about the user’s fi-
nancial circumstances and behavior, thus leading to a
deanonymization of the person behind the transaction
[13, 28]. In addition, the identity can be determined by
linking to additional information, such as the purchase
in an online shop and the resulting delivery address [28].
A blockchain always has a complete profile of all users
and their transactions. Using the Bitcoin blockchain as
an example, all financial transactions are archived with-
out any gaps. If a person publishes their Bitcoin address,
it is possible to track all payment transactions of this
person. For example, Wikileaks has published its own
Bitcoin address to generate donations. By publishing the
address, it is possible to analyze all transactions of this
address and to draw conclusions about the financial situa-
tion of Wikileaks. This traceability can be an advantage
when generating donations. For natural persons, however,
this is rather a risk that can only be counteracted by the
already mentioned use of constantly new keys for transac-
tions. Otherwise, such profiling cannot be prevented, and
conclusions can be drawn about financial circumstances
within the Bitcoin system or other blockchain networks.
Whether personal data are processed therefore depends
in particular on the interests and technical possibilities of
the person responsible or another person [29].

According to Art. 4 No. 7 DS-GVO, the controller
is "the natural or legal person [...] who alone or jointly
with others determines the purposes and means of the
processing of personal data". This is intended to assign
responsibility to a body, inter alia for compliance with
data protection provisions. However, a blockchain net-
work is characterized in particular by its decentralized
structure and the absence of centralized responsibility.

In practice, control by the miners would considerably
impair trust in the network and its security. Miners within
the Bitcoin system therefore always ensure on their own
initiative that they do not exceed the 51% limit. Joint

responsibility of the miners must be rejected [30]. The
miners can only summarize the transactions and calculate
hash values, but cannot change the corresponding data,
which means that they cannot be held responsible for any
personal data that may be contained. In principle, there is
no possibility for all members of the blockchain network
to delete individual transactions. The individual user can-
not create or influence transactions for others, nor is he
able to edit his own transactions retroactively [28].

In Art. 16 p. 1 and 17 para. 1, the DS-GVO stipulates
various rights that data subjects can assert against the
persons responsible for their personal data. In view of
the unchangeability of the blockchain, the greatest poten-
tial for conflict can be assumed here. First, Article 16
sentence 1 of the DS-GVO establishes the right of data
subjects to demand that the data controller immediately
corrects any incorrect data relating to them. This right
of correction is essential for the data subject since incor-
rectly stored data can influence decisions, such as the
granting of credit. Even apparently, meaningless inaccu-
racies are covered by this right, as it is not possible to
predict whether they will be relevant in the future. Entries
in the blockchain cannot be changed afterwards. Art. 16
sentence 1 DS-GVO is thus in complete contrast to trans-
action data, which is actually unalterable, and special
technical implications are required to implement such a
right in practice.

Art. 17 (1) DS-GVO regulates the right to deletion in
certain cases. Accordingly, data may only be stored for
as long as it is actually needed. As soon as the respective
purpose for which the data have been processed has been
fulfilled, the data subjects are entitled to demand that the
data be deleted. The data controller must, therefore, en-
sure that access to the data is no longer possible or only
possible at a disproportionately high cost. However, it
is technically difficult to comply with such a request, as
this would also invalidate all hash values and thus make
the entire chain inconsistent. In order to circumvent the
right to deletion, it could also be argued that the purpose
of the network is precisely the continuous updating of
the transaction history and that a right to deletion would
therefore not apply at all [12, 28].

It turns out that data protection law can indeed be ap-
plied in a public blockchain network, but the implementa-
tion of the rights of data subjects does not seem to be easy
to handle in practice. This requires separate regulations
on how data protection is to be applied in blockchain
networks or how technical implications, which guarantee
the implementation and maintenance of data protection,
are to be used in principle.
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III. CIVIL LAW ASPECTS OF BLOCKCHAIN
TECHNOLOGY USING THE EXAMPLE OF

SMART CONTRACTS
According to 143 para. 1 BGB (German Civil Code),

rescission of contracts is effected by declaration to the
party opposing the rescission and has the effect according
to 142 para. 1 BGB that a legal transaction is to be con-
sidered null and void from the beginning. For contracts
within the blockchain network, this would mean that trans-
actions already validated and stored in the blocks would
have to be considered void retroactively in the event of
an effective challenge. However, the technology is char-
acterized precisely by the immutability of the transaction
history [2].

The effect of the rescission is standardized in 346 para.
1 BGB. According to this, the services received are to be
returned and the benefits obtained are to be surrendered
if one of the contracting parties has reserved the right to
withdraw from the contract or if it has a statutory right
of withdrawal. The question arises as to how a rescission
can be represented in the blockchain, especially if the
seller does not cooperate. For example, in a blockchain,
no one can create transactions for other users since the
respective key pair belonging to the address is always
required.

Furthermore, the question arises as to how it can be
guaranteed within a blockchain network that only autho-
rized persons to conclude contracts. Although in tradi-
tional transactions it is also not excluded that an unautho-
rized person may enter into such a contract, the immutabil-
ity of the blockchain usually creates higher hurdles in the
reversal or termination of transactions. For example, a le-
gal transaction is pending invalid if one of the contracting
parties is a minor. For the legal transaction to be effective,
the consent of his legal representative is then required
in this case in accordance with 107 BGB (German Civil
Code), unless the Minor merely gains a legal advantage.
It is questionable how such pending invalidity can be de-
picted in a blockchain, just as it is to be examined whether
a Minor executes transactions.

The blockchain is an independent, decentralized net-
work. It is therefore questionable how it is to be ensured
within this framework that transactions are not subject to
a legal prohibition in the sense of 134 BGB. Since there
is usually no central control authority, there is initially no
verification of the transaction contents. In this case, an
automatism could be built into the blockchain network,
which routinely compares transactions with certain laws
[12]. However, it is usually necessary to interpret the
corresponding prohibition law. The blockchain, however,
only stores fixed parameters and leaves no room for ques-

tions of interpretation. This also leads to collisions with
the immorality according to 138 BGB. Whether or not
there is a violation of moral standards is usually judged
differently and can therefore only be checked with diffi-
culty by automatic mechanisms [12]. Finally, this raises
the question of whether legal terminology such as good
faith, discretion, unreasonableness or force majeure will
be considered in a blockchain network in the future [4].

IV. POSSIBLE SOLUTIONS
This chapter presents three exemplary approaches to

solving the problems mentioned above, at least to some
extent. The so-called reverse transactions execute faulty
transactions once again in reverse, thus restoring the eco-
nomic state that existed before the wrong transaction.
However, all transactions remain transparent [12].

Pruning involves the partial deletion of past transac-
tions by a central instance. It should be noted that the data
to be deleted must already be contained in a new trans-
action. This process makes it possible to remove data
without losing proof of the respective legitimacy and to
continue the blockchain. This preserves the functionality
of the entire blockchain since the hash value of the block
is not changed. However, this will in all probability lead
to a loss of traceability and protection against forgery.

The use of the Chameleon hash makes it possi-
ble to bypass the actual unchangeability underlying the
blockchain technology by allowing changes to already
verified transactions. However, this implementation re-
quires the use of a central instance that carries out dele-
tions according to certain parameters and is responsible
for them [28].

V. CONCLUSION
There are destructive revolutions that attack the exist-

ing. In addition, there are productive revolutions that take
the path of the new and try to make the old superfluous [3].
As early as 2015, the World Economic Forum published
a study that predicted that by 2025, 10% of the world’s
GDP would already be generated using blockchain tech-
nology.

In addition, the blockchain technology should make
it possible, among other things, to circumvent corruption
by making transactions directly with each other, without
a third party. However, potential users in countries with a
high level of corruption or weak infrastructure may not
yet be able to take advantage of the conditions for par-
ticipating in a blockchain network, such as a PC with
appropriate Internet speed.

Today, almost 1.7 billion people worldwide still do
not have access to a bank account, yet the majority of
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these people own a mobile phone. The Libra Associa-
tion, whose members include Facebook, Uber and PayPal,
is trying to take advantage of this imbalance by estab-
lishing its own digital currency called Libra based on a
blockchain network. In this way, access to a simple global
monetary and financial infrastructure is to be created for
billions of people, regardless of their place of residence,
occupation or income. At present, however, this is not a
publicly accessible blockchain network, but one that re-
quires approval and is to become public within five years.
Initially, the mining will be operated only by members of
the Libra Association. The threatening competition does
not seem to harm the price of the crypto-currency Bitcoin,
however, since April this year the price has been rising
again. Currently, one Bitcoin is worth about 9,389 Euro.

For the current legal challenges with regard to the
blockchain technology, it can be said that there are at
least approaches to solving the problems, although not all
hurdles can be overcome without further ado. The extent
to which these affect the integrity or are detrimental to the
actual application depends on the intentions of the users
in the respective area of application and the goals to be
pursued. There is no need for new legal regulations, but
an appropriate interpretation with regard to blockchain
technology and the development of exceptions, such as
the acceptance of reverse transactions to fulfil the reverse
transaction of a contestable legal transaction.

On the part of the legislator, too, it remains to be seen
whether the appropriate legal framework for blockchain
technology will not be created, as other countries have
already implemented it. The CDU/CSU and the SPD
have determined in their coalition agreement how they
want to position themselves with regard to the blockchain
technology. Among other things, it states that they want
to develop a comprehensive blockchain strategy and ad-
vocate an appropriate legal framework for the trade-in
cryptocurrencies and tokens at European and international
level. Furthermore, innovative technologies such as dis-
tributed ledgers are to be tested and a legal framework
created based on this experience.

However, it is not only at the national government
level that the technology is being further researched.
In addition, on the European level with the European
Blockchain-Partnership, an institution has been created,
which wants to invest in different projects, which support
and promote the use of the blockchain. Members are not
the only EU Member States, but also some members of
the European Economic Area. The aim is to build a Euro-
pean Blockchain infrastructure that supports the provision
of cross-border digital public services with the highest
security and privacy standards by 2020. In addition, the

European Commission has set itself the task of achieving
international standardization of the blockchain.

In addition, it has founded the European Blockchain
Observatory together with the European Parliament,
which among other things is to bundle blockchain ini-
tiatives in Europe and create a transparent forum for the
exchange of information and opinions. Furthermore, the
exchange and debates on the topic of Blockchain are to
be promoted.

Furthermore, a new interest group, the Interna-
tional Association for Trusted Blockchain Applications,
INATBA for short, was founded. The aim of INATBA
is to exploit the potential and advantages of blockchain
and distributed ledger technology and to promote legal
certainty, transparency and integrity. It is questionable,
however, to what extent seriousness can still be guaran-
teed with this multitude of facilities. In particular, neither
Ethereum nor Bitcoin representatives are currently repre-
sented in the INATBA initiative.

However, not only countless institutions are being
founded, which advertise with blockchain as a slogan.
New innovative applications for the technology are also
being sought in a wide variety of industries. For example,
the Austrian postal service has now offered a so-called
Crypto Stamp. This involves stamps that consist of a real
paper stamp on the one hand and a virtual counterpart
on the other. The virtual part is linked to the Ethereum
blockchain and thus provides access to the cryptocur-
rency ether. Whether these offers will help to establish
the blockchain in society remains questionable.

The blockchain is supposed to guarantee trust, secu-
rity and integrity. Nevertheless, there is also a security
risk, especially for external interfaces, which are needed
for reading and writing data. It also remains to be seen
whether the algorithms used will become outdated over
time and to what extent they will still be able to com-
municate with each other. The lack of standards in the
area of blockchain applications means that the various
networks are not compatible with each other. The multi-
tude of possible solutions makes it difficult, especially for
inexperienced users, to decide on a particular application.

Furthermore, it remains questionable how, in con-
trast to the institutions and research ideas, the negative
headlines will affect cryptocurrency in the end and, as
a result, possibly blockchain technology. Bitcoins, for
example, has already been used to pay for purchases via
the Silk Road Internet platform. This was a sales platform
in the Dark Web on which, among other things, drugs
or hacker software was offered which could be paid for
with Bitcoins when making a purchase. The Dark Web
is not accessible via common web browsers and search
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engines. It is an anonymous network. However, on the
one hand, these problems can never be avoided in a pub-
licly accessible network without a control authority or
access requirements. Silk Road was just one example of
a multitude of illegal platforms on the Internet. If there
is no control at all, it can be assumed that illegal trans-
actions are also being conducted via public blockchain
applications or that their payment is largely anonymous
via systems such as Bitcoin.

In any case, it remains to be investigated in the future
to what extent the data of a blockchain are valid in the real
world. The immutability of the data in the blockchain
does not guarantee the validity of the data outside the
blockchain.

It is not yet clear in which direction the blockchain
technology will go. The technology still needs some
further development and it will only become clear in
the future whether the announced revolution through the
blockchain technology will actually occur and last in
the long term. In any case, however, caution is advised
in view of a large number of offers. Many providers
and institutions may want to profit from the hype about
blockchain, but in the end, they have little contact with it.
Not everywhere where blockchain is written on, it is also
blockchain in it.
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